Приложение 6  
к приказу  
(наименование организации)

от «\_\_\_»\_\_\_\_\_\_20\_\_г. №\_\_\_\_\_

**ИНСТРУКЦИЯ**

**администратора безопасности по эксплуатации средств защиты информации в подсистеме «Параграф» объектового уровня государственной информационной системы Санкт-Петербурга «Комплексная автоматизированная информационная система каталогизации ресурсов образования Санкт-Петербурга»**

1. **Общие положения**

Настоящая Инструкция определяет задачи, функции, обязанности, права и ответственность администратора безопасности информации (далее – администратор безопасности) по эксплуатации средств защиты информации от несанкционированного доступа (далее – СрЗИ от НСД) в подсистеме «Параграф» объектового уровня государственной информационной системы Санкт-Петербурга «Комплексная автоматизированная информационная система каталогизации ресурсов образования Санкт-Петербурга» (далее – КАИС КРО «Параграф»).

Администратор безопасности КАИС КРО «Параграф» назначается приказом директора (наименование организации).

Администратор безопасности в своей деятельности руководствуется положениями руководящих документов по защите информации, действующими в Российской Федерации и приказами (наименование организации).

Администратор безопасности в пределах своих функциональных обязанностей обеспечивает выполнение требований по защите государственных информационных ресурсов и персональных данных, обрабатываемых в КАИС КРО «Параграф».

Администратор безопасности непосредственно подчиняется (указать кому).

1. **Основные функции администратора безопасности информации**

Администратор безопасности обязан:

* обеспечивать функционирование и поддержание работоспособности СрЗИ от НСД в пределах возложенных на него функциональных обязанностей;
* осуществлять установку и настройку СрЗИ от НСД в соответствие с правами и правила разграничения доступа пользователей в КАИС КРО «Параграф»;
* сообщать непосредственному руководителю о выявленных нарушениях и несанкционированных действиях пользователей и принимать необходимые меры по устранению нарушений;
* совместно с системным администратором и привлекаемыми специалистами принимать меры по восстановлению работоспособности СрЗИ от НСД;
* участвовать в проведении служебных расследований фактов нарушения или угрозы нарушения безопасности защищаемой информации;
* осуществлять контроль соблюдения пользователями требований эксплуатационной документации на СрЗИ от НСД.

1. **Состав средств защиты информации от несанкционированного доступа**

В целях защиты государственных информационных ресурсов и персональных данных, обрабатываемых в КАИС КРО «Параграф», на серверах и АРМ пользователей установлены следующие средства защиты информации:

система защиты информации от несанкционированного доступа   
(указать что установлено);

система антивирусной защиты (указать что установлено).

Администратор безопасности КАИС КРО «Параграф» при эксплуатации системы защиты информации от несанкционированного доступа и системы антивирусной защиты должен руководствоваться эксплуатационной документацией на данные средства защиты информации.

1. **Ответственность администратора безопасности**

На администратора безопасности возлагается персональная ответственность   
за качество проводимых им работ по эксплуатации СрЗИ от НСД в соответствии   
с функциональными обязанностями, определенными настоящей Инструкции.

Администратор безопасности несет ответственность в соответствии   
с действующим законодательством Российской Федерации за нарушение требований настоящей Инструкции.
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